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Seller licenses (exclusively or non-
exclusively) the right to manufacture 
and sell the technology, in the same 
manner and to the same extent that 
such certification applies to the Seller, 
effective as of the date of commence-
ment of the license, provided that the 
Seller notifies the Under Secretary of 
such license by submitting, within 30 
days after such date of commencement, 
a ‘‘Notice of License of Approved Anti- 
terrorism Technology’’ form issued by 
the Under Secretary. The Under Sec-
retary shall make this form available 
at http://www.dhs.gov and by mail upon 
request sent to: Directorate of Science 
and Technology, SAFETY Act/room 
4320, Department of Homeland Secu-
rity, Washington, DC 20528. Such noti-
fication shall not be required for any 
licensee listed as a Seller on the appli-
cable Certification. 

(i) Transfer of Certification. In the 
event of any permitted transfer and as-
signment of a Designation, any related 
Certification for the same anti-ter-
rorism technology shall automatically 
be deemed to be transferred and as-
signed to the same transferee to which 
such Designation is transferred and as-
signed. The transferred Certification 
will continue to apply to the transferor 
with respect to all transactions and oc-
currences that occurred through the 
time at which such transfer and assign-
ment of the Certification became effec-
tive. 

(j) Issuance of Certificate; Approved 
Product List. For anti-terrorism tech-
nology reviewed and approved by the 
Under Secretary and for which a Cer-
tification is issued, the Under Sec-
retary shall issue a certificate of con-
formance to the Seller and place the 
anti-terrorism technology on an Ap-
proved Product List for Homeland Se-
curity, which shall be published by the 
Department of Homeland Security. 

§ 25.8 Confidentiality and protection of 
intellectual property. 

The Secretary, in consultation with 
the Office of Management and Budget 
and appropriate Federal law enforce-
ment and intelligence officials, and in 
a manner consistent with existing pro-
tections for sensitive or classified in-
formation, shall establish confiden-
tiality protocols for maintenance and 

use of information submitted to the 
Department under the SAFETY Act 
and this Part. Such protocols shall, 
among other things, ensure that the 
Department will utilize all appropriate 
exemptions from the Freedom of Infor-
mation Act. 

§ 25.9 Definitions. 

Act of Terrorism—The term ‘‘act of 
terrorism’’ means any act that— 

(1) Is unlawful; 
(2) Causes harm to a person, prop-

erty, or entity, in the United States, or 
in the case of a domestic United States 
air carrier or a United States-flag ves-
sel (or a vessel based principally in the 
United States on which United States 
income tax is paid and whose insurance 
coverage is subject to regulation in the 
United States), in or outside the 
United States; and 

(3) Uses or attempts to use instru-
mentalities, weapons or other methods 
designed or intended to cause mass de-
struction, injury or other loss to citi-
zens or institutions of the United 
States. 

Assistant Secretary—The term ‘‘As-
sistant Secretary’’ means the Assistant 
Secretary for Plans, Programs, and 
Budget of the Department of Homeland 
Security Directorate of Science and 
Technology, or such other official of 
such Directorate as may be designated 
from time to time by the Under Sec-
retary. 

Certification—The term ‘‘Certifi-
cation’’ means (unless the context re-
quires otherwise) a certification that a 
qualified anti-terrorism technology for 
which a Designation has been issued 
will perform as intended, conforms to 
the Seller’s specifications, and is safe 
for use as intended. 

Contractor—The term ‘‘contractor’’ of 
a Seller means any person or entity 
with whom or with which the Seller 
has entered into a contract relating to 
the manufacture, sale, use, or oper-
ation of anti-terrorism technology for 
which a Designation is issued (regard-
less of whether such contract is en-
tered into before or after the issuance 
of such Designation), including, with-
out limitation, an independent labora-
tory or other entity engaged in testing 
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or verifying the safety, utility, per-
formance, or effectiveness of such tech-
nology, or the conformity of such tech-
nology to the Seller’s specifications. 

Designation—The term ‘‘Designation’’ 
means a designation of a qualified anti- 
terrorism technology under the SAFE-
TY Act issued by the Under Secretary 
under authority delegated by the Sec-
retary of Homeland Security. 

Loss—The term ‘‘loss’’ means death, 
bodily injury, or loss of or damage to 
property, including business interrup-
tion loss (which is a component of loss 
of or damage to property). 

Noneconomic damages—The term 
‘‘noneconomic damages’’ means dam-
ages for losses for physical and emo-
tional pain, suffering, inconvenience, 
physical impairment, mental anguish, 
disfigurement, loss of enjoyment of 
life, loss of society and companionship, 
loss of consortium, hedonic damages, 
injury to reputation, and any other 
nonpecuniary losses. 

Physical harm—The term ‘‘physical 
harm’’ as used in the Act shall mean a 
physical injury to the body that 
caused, either temporarily or perma-
nently, partial or total physical dis-
ability, incapacity or disfigurement. In 
no event shall physical harm include 
mental pain, anguish, or suffering, or 
fear of injury. 

Qualified Anti-Terrorism Technology 
(QATT)—The term ‘‘’qualified anti-ter-
rorism technology’’’ means any prod-
uct, equipment, service (including sup-
port services), device, or technology 
(including information technology) de-
signed, developed, modified, or pro-
cured for the specific purpose of pre-
venting, detecting, identifying, or de-
terring acts of terrorism or limiting 
the harm such acts might otherwise 
cause, for which a Designation has 
been issued under this Part. 

SAFETY Act or Act—The term 
‘‘SAFETY Act’’ or ‘‘Act’’ means the 
Support Anti-terrorism by Fostering 
Effective Technologies Act of 2002, en-
acted as Subtitle G of Title VIII of the 
Homeland Security Act of 2002, Public 
Law 107–296. 

Seller—The term ‘‘Seller’’ means any 
person or entity to whom or to which 
(as appropriate) a Designation has been 
issued under this Part (unless the con-
text requires otherwise). 

Under Secretary—The term ‘‘Under 
Secretary’’ means the Under Secretary 
for Science and Technology of the De-
partment of Homeland Security. 

PART 29—PROTECTED CRITICAL 
INFRASTRUCTURE INFORMATION 

Sec. 
29.1 Purpose and scope. 
29.2 Definitions. 
29.3 Effect of provisions. 
29.4 Protected Critical Infrastructure Infor-

mation Program administration. 
29.5 Requirements for protection. 
29.6 Acknowledgment of receipt, validation, 

and marking. 
29.7 Safeguarding of Protected Critical In-

frastructure Information. 
29.8 Disclosure of Protected Critical Infra-

structure Information. 
29.9 Investigation and reporting of violation 

of Protected CII procedures. 

AUTHORITY: Pub. L. 107–296, 116 Stat. 2135 (6 
U.S.C. 1 et seq.); 5 U.S.C. 301. 

SOURCE: 69 FR 8083, Feb. 20, 2004, unless 
otherwise noted. 

§ 29.1 Purpose and scope. 
(a) Purpose of the rule. This part im-

plements section 214 of Title II, Sub-
title B, of the Homeland Security Act 
of 2002 through the establishment of 
uniform procedures for the receipt, 
care, and storage of Critical Infrastruc-
ture Information (CII) voluntarily sub-
mitted to the Federal government 
through the Department of Homeland 
Security. Title II, Subtitle B, of the 
Homeland Security Act is referred to 
herein as the Critical Infrastructure 
Information Act of 2002 (CII Act of 
2002). Consistent with the statutory 
mission of the Department of Home-
land Security (DHS) to prevent ter-
rorist attacks within the United States 
and reduce the vulnerability of the 
United States to terrorism, it is the 
policy of DHS to encourage the vol-
untary submission of CII by safe-
guarding and protecting that informa-
tion from unauthorized disclosure and 
by ensuring that such information is 
expeditiously and securely shared with 
appropriate authorities including Fed-
eral national security, homeland secu-
rity, and law enforcement entities and, 
consistent with the CII Act of 2002, 
with State and local officials, where 
doing so may reasonably be expected to 
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